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Consensus Mechanisms
Blackehain Intaroparability
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Posiguantum Blockchain
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Innovation
Trigger

Plateau will be reached:

Blockchain (Metacoin) Platforms
Cryplocurrency Hardware Wallets

Cryptocurrency Software \Wallets

Blockchain
FaaS

Blockchain

Distributed Ledgers Cryptocurrency Mining

Peak of
Inflated
Expectations

Trough of Slope of
Disillusionment Enlightenment
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Plateau of
Productivity

QO less than 2 years @ 2to5years ® S5to10years M more than 10 years & obsolete before plateau

Hype Cycle for Blockchain Technologies 2019

Source: Gartner
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Uses Blockchain for:

What Is Exchanged?

Why Should
Enterprises Care?

Ratio of Revenue
Growth Expense
Reduction

Industry or
Business Focus

Architectural
Deployment Styles

Blockchain Inspired

ﬁﬁﬁ Efficiency Play

Immutability

Traceability
Consortia-based consensus
Reduced reconciliation
Shared closed ledger

Existing data and fiat-based
economic value

Improved efficiency

Ensure cost parity with competitors
Application, data, process
rationalization

Reduced manual overhead
Monopolization

Replatforming

Primary outcome: expense
reduction

Secondary outcome: revenue
growth

Market infrastructure provider
Large enterprise
Government

Private
Consortia/Hybrid

EU Record Keeper

Immutability
Traceability
Auditability
Compliance

Shared closed ledger

Data
|dentity

Improved efficiency

Record certainty

Reduced fraud
Standardization of data and
process

Primary outcome: expense
reduction

Secondary outcome: revenue
growth

All enterprises and governments

Private
Consortia/Hybrid

Complete
Digital Asset Market

Immutability
Traceability

Digital asset creation
Payment mechanism
Distributed ledger
Consensus

Shared open ledger

New forms of digital assets
Autonomous terms and conditions
of doing business

Monetization of intangible assets
New market growth

Creation of new assets

New customer growth via
monetized “things”

New product and service
development

Primary outcome: revenue growth
Secondary outcome: expense
reduction

New marketplaces and startups
Consumers

Enterprises

Governments (central banks)
Market infrastructure provider

Consortia/Hybrid
Public

Blockchain Enhanced

‘.‘{5‘ Blockchain
“u™~ Disruptor

Immutability
Traceability
Payment mechanism
Distnibuted ledger
Consensus

Shared open ledger

New forms of digital assets
Autonomous terms and conditions
of doing business

New forms of autonomous
interactions

New business model development
New decentralized competition
Digital ecosystem development
New product and service
development

Primary outcome: revenue growth
Secondary outcome: expense
reduction

Startups
Spinouts
Heritage business; new co.

Consortia/Hybrid
Public

Comparing Blockchain Spectrum to Use Case Categories
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gure 1. Blockchain in the public sector, as of March 2017

Blockchain experiments in the public sector are accelerating globally, with a concentration in the US and Europe.
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6 Advantages of Blockchain

Intermediaries
of trust required

Digital footprint
generated by
transactions

Inefficiencies in
maintaining the
integrity of data

N\ Consensus

y—

Threats of
information

Programmablé.

Encrypted
Blockchaig

Jransparent
gl
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Distributec}""' 1«'

Immutable information
makes the blockchain a
tool of disintermediation

/Only pertinent information

is shared, the rest remains
encrypted and inaccessible

Mistakes (deliberate
or otherwise) are

\\ easily verifiable

Information is

secured using
\cryptography

Data is stored over
a democratised
network

source pwc via @mikequindazzi




K COLORADO COUNCIL FOR THE ADVANCEMENT OF
1\@ BLOCKCHAIN TECHNOLOGY

O The Mission: Establish Colorado as a H : H
national hub for blockchain innovation Co U nCII H Ig hI Ig hll.s
in business and government * We established our principles...
— Do no harm
Hired a State Blockchain Architect — Provide clarity wherever possible
— Position Colorado as a leader
BLOCKCHAIN COUNCIL
REPORT TO THE COMMUNITY
ECoNowC SEvEon ...and set up working groups to address a number of topics:
JuLY 2019 Definition of tokens — Regulatory environment
Securities laws Smart contracts
Taxation Debt payments
Money Transmission Digital identity
Final Banking services Government use of blockchain

Report Trust/custody Higher education
July 2019
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Do you need a shared,
consistent data store?

Does more than one
entity need to
contribute data?

Data records, once
written, are never
updated or deleted?

Sensitive identifiers
WILL NOT be written to
the data store?

Are the entities with
write access having a
hard time deciding who
should be in control of
the data store?

Do youwant a
tamperproof log of all
writes to the data store?

YES

You may have a
useful Blockchain
use case

BLOCKCHAIN TECHNOLOGY OVERVIEW

Blockchains provide a historically
consistent data store, If you don’t need
that, you don"t need a Blockchain

CONSIDER: Email / Spreadsheats

Your data comes from a single entity,
Blockchains are typically u when data
comes from multiple entities,

CONSIDER: Database
CAVEAT: Auditing Use Cases

Blockechains do not allow modifications
of historical data; they are strongly
auditable

CONSIDER: Database

You should not write sensitive information to
a Blockchain that requires medium to long
term confidentiality, such as Pll, even if it is

encrypted

CONSIDER: Encrypted Database

If there are no trust or control issues
over who runs the data store, traditional
database solutions should suffice

CONSIDER: Managed Database

If you don't need to audit what
happened and when it happened,
you don't need a Blockchain

CONSIDER: Database

Figure 6 - DHS Science & Technology Directorate Flowchart




Delaware to test
blockchain for corporate
filings




The Emergence of a Society Enabled by Blockchain

1. Global-scale P2P networks and
compute

2. Consortia-based collaboration
3. Natively intelligent things

4. Self-designing systems and
autonomous agents

2. Asset monetizability and value
fluidity/exchangability

6. Decentralized and distributed trust

7. Self-sovereign identity mec

ID: 377305 © 2019 Gartner, Inc.

“Blockchain’s pre-eminence in society will start to emerge by
2030, but enterprises will need to start preparing for it now”



